
 

Vipps MobilePay Statement of the Transparency 
Act Due Diligence Assessment 2024 
 

1 About this statement  
 
All companies covered by the Transparency Act must report on their due diligence assessments 
annually, latest by June 30. Vipps MobilePay AS is subject to these reporting obligations since 
the company had sales revenues of 1 702,6 MNOK, a balance sheet total of 3 592,8 MNOK, and 
an average of 567 full-time equivalents in the financial year 2024.  
 
According to Norway's Transparency Act Section 4, second paragraph, due diligence 
assessments shall be carried out regularly and in proportion to the size and nature of the 
company, the context of its operations, and the severity and probability of adverse impacts on 
fundamental human rights and decent working conditions. 
 
Section 5, first paragraph sets the required content of the statement of the due diligence 
assessment: 
 

a) a general description of the company's structure, area of operations, standards and 
procedures for handling actual and potential adverse impacts on fundamental human 
rights and decent working conditions (internal governance) 

 
b) information regarding actual adverse impacts and significant risks of adverse impacts 

that the company has identified through its due diligence assessment 
 

c) information regarding measures the company has implemented or plans to implement 
to cease actual adverse impacts or mitigate significant risks of adverse impacts, and 
the results or expected results of these measures 

 
In Vipps MobilePay, we carry out due diligence assessments of our own operations and our 
value chains minimum annually. The purpose of these assessments is to identify any risks linked 
to violations of human rights and decent working conditions. These due diligence assessments 
also describe measures taken to ensure that such risks are prevented, reduced or eliminated. 
The current statement of due diligence assessment is published on our website, according to 
the Transparency Act Section 5, third paragraph.  
 

2 About Vipps MobilePay  

2.1 Organisational structure of Vipps MobilePay 
As one Nordic mobile wallet for all, Vipps MobilePay is one of Europe’s largest fintech 
companies, making it truly simple to pay and be paid. We have implemented a customer-
centric, Nordic organisational model, with an organisational structure based around three 
customer segments and four enabling functions. The three customer segments are: Users, Small 
& Medium Enterprises, Large Customers. The four enabling functions are: Technology & 
Platform, People & Brand, Risk & Compliance, Finance & Legal. 
 
 



 

2.2 Vipps MobilePay's area of operations 
We are one Nordic mobile wallet that was once two: Vipps, founded in Norway and MobilePay, 
which originated in Denmark. Both solutions were launched with a mission to deliver a service 
that made sending money as easy as sending a text. Besides app-based payment services for 
private persons ("users"), we are offering payment products and services to business customers 
("merchants"). Vipps MobilePay's ambitions are clear: Continuing the strong growth in 
eCommerce, launching a tap-to-pay solution for in-store, being the preferred service provider 
for everyone who pays and gets paid, being an attractive employer and expanding 
internationally. Our focus is on building competitive solutions, making user experience as 
smooth as possible, for our merchants and users in Norway, Denmark, Finland and Sweden. 
 
Vipps MobilePay AS has a licence to operate as an electronic money institution, and is 
supervised by the Financial Supervisory Authority of Norway. 
 

2.3 Internal governance 
 
In line with requirements regarding prudent operations and sound business practices, as set 
forth in the Norwegian Financial Institutions Act ("Finansforetaksloven") Chapter 13 II, Vipps 
MobilePay has established an effective internal governance framework. The framework spans 
across principles and policies approved by the Board of Directors that everyone is expected to 
be familiar with, to standards on more in-depth topics approved by members of the Leadership 
Team, to detailed and step-by-step routines on key business processes approved by managers 
and employees. 
 

 
 
Accountability for compliance with the Transparency Act is embedded in Vipps MobilePay's 
governance framework. It is anchored in our governing documents that Vipps MobilePay must 
safeguard human rights and to carry out risk-based due diligence assessments in our value 
chain. As an employer, Vipps MobilePay has committed to respect basic human and employee 
rights, and ensure decent working conditions.  
 

3 Overview of activities for handling adverse impacts on 
human rights and decent working conditions 
 
The following table outlines Vipps MobilePay's most important activities related to the 
Transparency Act, including how they are codified in our standards and procedures, for 
handling actual and potential adverse impacts on fundamental human rights and decent 
working conditions. 
 



 

 
Area Activities in 2024 
 
Code of conduct  In October 2024, the Board of Directors 

approved an updated version of the Code of 
Conduct.  

Our Code of Conduct, "We Are Vipps 
MobilePay", covers amongst other topics the 
following: Transparency, Discrimination, 
Harassment and Labour, Health, Safety and 
Security, Corporate Social Responsibility, 
Bribery and Corruption, and Conduct 
Reporting. 

 
All employees and consultants sign our Code 
of Conduct upon joining Vipps MobilePay, and 
annually thereafter. Awareness around the 
topics covered in the Code of Conduct is 
strengthened by internal information 
campaigns, nano-learning activities, etc. 
 

 
Decent working conditions in Vipps 
MobilePay  

 
Vipps MobilePay is a workplace where 
everyone must be treated with respect, 
fairness and equality regardless of their race, 
gender, sexual orientation, religion, or any 
other characteristic that makes us unique.  
 
We have zero tolerance for any form of 
discrimination and harassment - towards 
customers, suppliers, colleagues, or anyone 
else we encounter. We take all reports of 
such behaviour extremely seriously and 
thoroughly investigate and take swift and 
appropriate steps to address any concerns or 
misbehaviours. 
 

 
Due diligence assessment as part of the 
vendor management process 

 
In 2024, the transparency act due diligence 
section was added to the Vendor Risk 
Assessment template and in the routine on 
how to conduct vendor risk assessments. 
 

 
Due diligence assessments of key vendors
  

 
In 2024, the transparency act due diligence 
assessments were conducted on key vendors 
such as: GitHub, Mixpanel, Puzzel, Salesforce, 
Slack, Splunk, and TCS. 
 

 
Established a procurement function 
 

 
In June 2024, the company established a 
dedicated Procurement Function within the 
the Finance & Legal area, staffed with an 
experienced Group Procurement Lead. 
 



 

 
Notification channels and complaint 
mechanisms for employees, customers and 
other external stakeholders   

All employees and consultants working in 
Vipps MobilePay are encouraged to report 
unacceptable matters , such as breaches of 
standards and routines, discrimination, 
harassment, etc. The company encourages 
the use of internal portals for reporting 
general concerns, incidents, and specifically 
matters pertaining to Health, Safety, Security 
and Environmental (HSSE). These internal 
portals are available to all employees and 
consultants. Such cases can also be 
escalated to the respective employee's 
leader, the leader's leader, relevant enabling 
functions, subject matter experts or they can 
be reported anonymously by using the 
company's publicly available whistleblowing 
channel. 

For external stakeholders like customers, 
supply chain or other business partners, 
Vipps MobilePay has enabled notification of 
negative events and complaints through 
various channels, including our complaint, 
feedback and anonymous whistleblowing 
channels on our website: 
https://www.vipps.no/kontakt-oss/vipps-
whistleblowing-channel.  

In our publicly available whistleblower 
channel, we encourage the reporting of 
amongst other the following matters: 

• Danger to life and health 

• Danger to climate or the environment 

• Irresponsible working environment 

• Ethically unacceptable behaviour 

• Subcontractors that violate laws and 
regulations 

•  
The external whistleblower channel, is 
available online 
(https://trustcom.pwc.no/vipps) and is 
serviced by an external law firm on our 
behalf. The whistleblower channel 
accommodates anonymous reports, for 
internal as well as external whistleblowers, 
but also two-way communication, in a secure 
and easy to use manner. The channel is 
available in Norwegian, Danish, Finnish, 
Lithuanian and English. We have internal 
routines for the appropriate processing of 
such reports. 
 

https://www.vipps.no/kontakt-oss/vipps-whistleblowing-channel
https://www.vipps.no/kontakt-oss/vipps-whistleblowing-channel


 

 
Outsourcing & third party risk management 
  

Vipps MobilePay ensures that the company 
has sufficient competence and uses a risk-
based approach for outsourcing 
arrangements and vendor due diligence. The 
scope of our outsourcing is sound and in line 
with regulatory requirements.  

 
The outsourcing arrangements that were 
implemented and notified in 2024 included 
appendices on Social Conduct in the 
contracts, either in the form of Vipps 
MobilePay's standard appendix template or 
in the form of an essentially equivalent 
appendix of the counterparty. 
 
In 2024, this included the outsourcing related 
to Tap to Pay to Idemia and Thales. 
 

 
Risk management and internal control 
responsibility of all leaders and employees 

 
Risk management and internal control shall 
ensure Vipps MobilePay's survival, prudent 
operations and enable Vipps MobilePay 
to achieve its goals. Risk management and 
internal control activities are based on 
determinations of materiality and 
proportionality, and the priority of activities 
should always be risk-based. Efforts should 
be directed towards risky areas or areas 
where errors can have critical 
consequences.  

§ All employees and consultants have 
an independent responsibility to 
assess the risks they see in their daily 
work, implement risk-reducing control 
measures, as well as continuously 
manage and report incidents and 
deviations, including identified or 
potential negative impacts on 
fundamental human rights or decent 
working conditions. 

§ All leaders are responsible for 
ensuring that activities within their 
area or team are carried out and 
documented in accordance with the 
framework for governance, risk 
management and internal control. 

 
 



 

4 Mapping and assessing negative impact/damage from 
Vipps MobilePay's business operations 
Due diligence assessments are an integral part of Vipps MobilePay's work to respect 
fundamental human rights and decent working conditions. These assessments, in accordance 
with the Transparency Act, are conducted regularly in order to map and document how we as a 
business impact, or can potentially impact, fundamental human rights or decent working 
conditions negatively, so that we can prevent or reduce such negative impacts. Our due 
diligence processes always include our own business operations, as well as identifying such 
risks connected to our supply chains or business partners.  

4.1 Due diligence assessment for 2024 of Vipps MobilePay's own 
business operations 

The 2024 due diligence assessment did not uncover any indication that Vipps MobilePay's 
business operations would have had any negative impacts on fundamental human rights or 
decent working conditions. 

In Vipps MobilePay, we believe that our employees are our greatest asset, and we strive to 
create an environment where they can thrive. The company is committed to creating a 
collaborative and welcoming workplace where we provide our employees and consultants with 
the environment and resources they need to succeed. Our workforce primarily consists of 
professionals like developers, engineers, product managers, subject matter experts, sales 
representatives, customer service representatives, etc. working in modern office locations in 
central business districts in Oslo, Copenhagen, Aarhus, Helsinki and Vilnius.  

At Vipps MobilePay, we promote physical, psychological, and social well-being. We have 
established efficient procedures to provide support to employees facing illness or other 
personal challenges. Our managers develop and implement appropriate measures and follow-
up plans in accordance with relevant laws, ensuring that our employees receive the necessary 
support. 

Vipps MobilePay regularly conducts "Pulse" surveys among all employees to gain insights on the 
state of working conditions, culture and other key topics, in order to identify appropriate 
measures to further improve the working environment. There are also regular meetings for all 
leaders to ensure awareness of their responsibilities as managers. We are actively working to 
ensure greater gender diversity in our leadership. 

Transparency is fundamental at Vipps MobilePay. All employees have a responsibility to act in 
an ethical manner and to speak up if someone acts contrary to laws, regulations or Vipps 
MobilePay's governing documents. 

 

4.2 Due diligence assessment for 2024 of Vipps MobilePay's supply 
chain and business partners 

In 2024, Vipps MobilePay AS had 561 suppliers, with a total spend of approximately 952 MNOK. 
The top 10 suppliers make out nearly 60 % of the spend. These top 10 vendors are primarily 
cloud hosting providers, IT consultancies (professional services), Software-as-a-Service 
providers and providers of financial services such as banking and insurance. The majority 
(approx. 70 %) of all of our suppliers are based in Norway and Denmark, followed by suppliers 
based in Lithuania, Finland, Sweden, USA, United Kingdom, Ireland, Belgium and Netherlands. 

Vipps MobilePay uses an external platform to enrich our own general ledger and supplier 
overview with relevant data like risk scores, based on industry and geography. The platform 
provides an industry risk score which is based upon NACE codes and the European Bank of 
Reconstruction and Development (EBRD) index, and a geography risk score which is based upon 
the International Trade Union Confederation (ITUC). Together, these make out a social risk 



 

score, which is the starting point for our risk-based approach to conducting due diligence 
assessments of our suppliers in line with the Transparency Act. 

Through this external platform, Vipps MobilePay has not identified any high-risk vendors due to 
geography. However, several vendors based in Lithuania, the USA, and the United Kingdom have 
been marked as medium risk by the platform. Additionally, there are some potentially high-risk 
Asian suppliers operating out of Europe. No suppliers have been identified with a high inherent 
social risk. However, 15 suppliers are classified as having a high industry risk rating. These 
primarily minor suppliers account for approximately 5 MNOK spend, with 7 offering credit rating 
or debt collection services totalling around 4 MNOK spend. 

4.3 Conclusion  

As for last year, Vipps MobilePay has not identified any actual adverse impact in our own 
business or among our suppliers. Furthermore, no significant risks for negative consequences 
have been identified. However, it is important to emphasise that it is not possible to avoid all 
risks for breaches of fundamental human rights or decent working conditions. The company will 
therefore continue to improve risk and control assessments, as well as continuously follow up on 
potentially high-risk suppliers.   

If it should be discovered that Vipps MobilePay, directly or indirectly through our supply chain or 
business partners, have caused or contributed to a breach of fundamental human rights or 
decent working conditions, we will take measures to ensure that those responsible for the 
breach will rectify this. Any violations will be documented according to our internal governance.  
 

5 Planned and implemented measures 
This section assesses the planned measures from last year, in terms of fulfilment of the goals, as 
well as implemented and planned steps going forward, see table below. The emphasis is on 
activities to stop any actual adverse impacts or mitigate significant risks of adverse impacts. 

 
Measure Assessment of fulfilment in 2024 Implemented and planned steps 

To raise awareness 
and conduct training 
regarding reporting of 
incidents and the 
whistleblowing 
channel. 

In 2024, we conducted e-
learnings, onboarding sessions 
with new colleagues, and ran 
broad internal information 
campaigns on these topics.  

Continue the awareness raising. 

To improve the 
procurement 
framework, including 
standard contracts 
and Social Conduct 
appendix. 

An improved version of the 
Procurement Standard was 
implemented in October 2024. 
The new standard aims to 
create transparent principles 
and requirements for 
procurement processes, 
including clear decision-
making criteria.  
 
One key principle is integrating 
Vipps MobilePay’s sustainable 
choices and ESG 
considerations into all 
procurement decisions. 

Ensure continuous 
enhancement of procurement 
frameworks and processes. In 
2025, we will continue the risk-
based integration of human 
rights evaluations and 
assessments of decent working 
conditions for our largest 
suppliers, which began in 2024, 
into all applicable vendor risk 
assessments. 



 

Measure Assessment of fulfilment in 2024 Implemented and planned steps 

Suppliers were 
expected to accept 
our Social Conduct 
appendix. 

Also in 2024, we have 
observed varying outcomes 
regarding this matter. Several 
of our major suppliers, 
particularly those situated in 
the Nordic countries, have 
accepted our Social Conduct.  
 
Conversely, international 
suppliers have generally 
requested that the content 
is incorporated into their legal 
documents, necessitating 
more extensive negotiations 
on each point.  

Streamline and enhance 
procurement processes, 
particularly with large suppliers. 

Reach out to 
potentially high-risk 
suppliers for 
additional information 
regarding risks to 
human rights and 
decent working 
conditions. 

Previously, this work was 
mostly conducted on an ad-
hoc basis and to some extent 
non-systematic manner and 
was primarily performed on a 
risk-based approach, mainly 
for new suppliers and during 
contract re-negotiations with 
existing large suppliers.  
 
In 2024, the assessment of 
risks related to human rights, 
decent working conditions, 
and geographic factors has 
been incorporated as an 
integral part of our vendor risk 
assessments. 

Ensure that all relevant 
stakeholders are onboarded 
and trained to satisfactorily 
assess these risks during the 
annual vendor risk assessments. 

 


